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SOLACE APPLICATION DEPLOYMENT AND CONFIGURATION  

 Focus 

This document focuses on installation of Solace PubSub+ Event Broker to a Kubernetes cluster with the use of a 

helm chart, configuring Message VPN, usernames etc. through Solace CLI, and UI configurations in CAN. 

 Prerequisites 

This section contains all the mandatory prerequisites and cluster requirements. 

• Any Linux Based System preferably UBUNTU v20.04 or lower or RHEL v8.3 or lower. 

• Docker v20.10.2 or higher installed. 

• Kubernetes v1.20.0 or higher installed. 

• Helm should be installed. 

 Installing Solace Event Broker 

The Solace PubSub+ Event Broker can be installed with the helm chart avanseus-solace-chart, which is present 

under kubernetes_resources/Helm_Charts/NFS_STORAGE_HELM/ folder. 

This helm chart can be installed by executing the below command: 

helm install solace-event-broker avanseus-solace-chart/ -n avanseus-workspace 

Verify if the pod has been deployed successfully using the below command: 

kubectl get pods -n avanseus-workspace 

 

 

 

NOTE: Solace Event Broker will be installed with the default parameters provided in the values.yaml file under 

kubernetes_resources/Helm_Charts/NFS_STORAGE_HELM/avanseus-solace-chart folder. These values can 

be changed as per requirement. 

 Verifying Solace Event Broker Service 

To verify that Solace Event Broker service is running successfully execute the below command: 

kubectl get svc solace-event-broker -n avanseus-workspace 
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From the above image, we can find the Cluster IP (10.107.62.188) of Solace Event Broker will be used to connect 

to the service. 

• Port 2222 – Used to connect to the Solace Command Line Interface (CLI) for advanced configuration 

through SSH. 

• Port 55555 – Used to connect to the message broker to send and receive messages. 

 Connecting to Solace CLI 

To send and receive data as messages from Solace, message VPN(s), client-username(s) and client-profile(s) must 

be created through the Solace Command Line Interface (CLI). 

To connect to the Solace CLI, execute the below command: 

ssh admin@<Solace_Cluster_IP> -p 2222 

Upon execution, a password (usernameAdminPassword) should be entered, which is available in the values.yaml 

file of the kubernetes_resources/Helm_Charts/NFS_STORAGE_HELM/avanseus-solace-chart folder. By 

default, the password is secretpassword. 

 

Follow the steps below to configure the Solace Event Broker. 

5.1 Start Configuration 

To start configuration in the Solace CLI, execute the following set of commands after connecting to the Solace 

CLI: 

solace-event-broker-0> enable 

solace-event-broker-0# configure 
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5.2 Creating and Configuring a Message VPN 

Message VPNs allow the segregation of topic space and messaging space by creating separate messaging 

domains. 

To create a Message VPN and set the basic authentication type, execute the following commands: 

solace-event-broker-0(configure)# create message-vpn <message_vpn_name> 

solace-event-broker-0(configure/message-vpn)# no shutdown 

solace-event-broker-0(configure/message-vpn)# authentication  

solace-event-broker-0(configure/message-vpn/authentication)# basic  

solace-event-broker-0(...gure/message-vpn/authentication/basic)# auth-type internal  

solace-event-broker-0(...gure/message-vpn/authentication/basic)# no shutdown 

 

5.3 Creating and Configuring a Client Profile 

Client profiles are used to define a set of client behaviours and capabilities that can be applied to multiple client 

usernames. 

To create and configure a client profile (for the message VPN created), to allow certain messaging properties, 

execute the following commands. 

NOTE: Use exit command to move back from current directory. 

solace-event-broker-0(configure)# create client-profile <client_profile_name> message-vpn 
<message_vpn_name> 

solace-event-broker-0(configure/client-profile)# message-spool  

solace-event-broker-0(configure/client-profile/message-spool)# allow-guaranteed-endpoint-create 

solace-event-broker-0(configure/client-profile/message-spool)# allow-guaranteed-endpoint-create-durability 
durable 

solace-event-broker-0(configure/client-profile/message-spool)# allow-guaranteed-message-receive 

solace-event-broker-0(configure/client-profile/message-spool)# allow-guaranteed-message-send 

solace-event-broker-0(configure/client-profile/message-spool)# allow-transacted-sessions 
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5.4 Creating and Configuring a Client Username 

To create and configure a client username (for the message VPN created) with password and assign a client 

profile, execute the following commands: 

solace-event-broker-0(configure)# create client-username <client_username> message-vpn 
<message_vpn_name> 

solace-event-broker-0(configure/client-username)# password <password> 

solace-event-broker-0(configure/client-username)# client-profile <client_profile_name> 

solace-event-broker-0(configure/client-username)# no shutdown 

 

5.5 Configuring Message Spool 

Guaranteed messages are spooled to an event broker using spool files. These files are stored on a Message 

Spool and the size you choose should match the number of messages that may need to be stored. If the 

event broker’s spool files are all in use, it cannot receive any more messages until some spooled messages 

are acknowledged, which could free some space in the message spool. 

To set size of the Message Spool in MB (Mega Bytes) for a particular Message VPN, execute the following 

commands: 

solace-event-broker-0(configure)# message-spool message-vpn <message_vpn_name> 

solace-event-broker-0(configure/message-spool)# max-spool-usage <size_in_MB> 

 

 UI Configurations in CAN 

To perform data collection in CAN through Solace, select the interface as Solace in data collection and configuration 

screen. 

Solace needs the following inputs to be entered for a successful connection to be established and perform data 

load. 
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• Name: Name of the new collector. 

• Description: Description of the new collector. 

• Interface: SOLACE 

• Collection Status: Turn on or off as per requirement. 

• Username: Username created on Solace event broker. 

• Password: Password configured for the username 

• Queue Name: Name of the Queue (Topic endpoint) from which data must be collected. If Queue with the name 

does not exist, new Queue with the entered name will be created. 

• Message VPN Name: Name of the Message VPN from which data must be received. 

• IP Address: IP Address of the Solace Event Broker. 

• Port No.: Port number configured for connecting to the message broker. (Default Port No.: 55555) 

• Real Time Prediction: Turn on or off as per requirement. 

• Cron Pattern: Cron Pattern to collect data at required intervals. 

• Mapper Type: Name of the required Input Mapper to parse the collected data. 
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